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Stanistaw Koziej

NATIONAL SECURITY ST
RATEG]
OF THE REPUBLIC OF POLAND ATEQI‘IT{I;S%SRN
OF THE SECOND AND THIRD DECADE
OF THE TWENTY-FIRST CENTURY

Natxon?l SE,CI.JI‘ILy is a process of continuous ensuring of opportunities

pursue national interests in conditions of uncertainty, challenges and e
posed by external and internal factors!. This can be done 1;5 frs nﬁaﬁi
current responding to emerging needs in this area (the operating behaviour)
or pre-emptive preparation in advance (the strategic behaviour). The first
method is expensive and often unreliable due to the possibility of being sur-
prised by the nature and scale of the needs. Therefore, any prudent state tries

to act strategically. This means long-term planning and the organisation of
appropriate preparations for the future. The proper identification of priority
strategic tasks in the short, medium and long term perspective is of particular
1 of such preparations?. This publication presents
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such a catalogue of priorities in relation to the

Poland for the next 5-10 years.
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here iS an armed ctmvflicl. Russia, illv.:g:llly annexing Crimea, and then
apporting directly apd |ndn.cctly a \Cpm.uu?t rebellion in the east of Ukraine.
undermined the international order in Europe. Ukraine tself i srugging

problems. Russia is increasing the political and strategic pres-

ith internal prob!
tern European NATO states, including through intensive infor.

qure on

;y‘muon war and provoking military incidents in the air and sea space at the
junction with NATO. At the same time in the Middle East and North Africa
athreat from the so-called Islamic State is expanding and intra-European ter-
* rsmis weakening the stability of Europe. The EU is experiencing the larg-
el crisis since its inception against the background of the migratory
prssure, weakening integration processes, problems with leadership. All this
causes specific threats and challenges for security that require both current
and l‘ongrtcrm efforts to strengthen national security of the Polish Republic.
k The m_ost urgent and current task is to complete the process of changes
in the Polish sc(.:unty system related to the strategic turn shifting the main
;fofff}z\ m)!n f.nre{gn mlfSiUn.\ (expeditionary policy) to tasks related to direct
Sm!g m:::[‘:oyn :n‘l}:“ludll:;g\ the defence (_:f its own territory. This means that
g .[ hl :‘u \;trry out a series of mutually coordinated activities
At thigm—.ymg |I e national pn[emlav] and cx(crn‘a[ pillars of Polish
el ]ev;d (my:: present ten strategic tasks, the implementation of

a ¢ achievement of this goal.

L. THE oy
NTI
INUATION OF THE NATIONAL STRATEGIC PLANNING CYCLE

Task: the ¢
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2014)* and the Political and Strategic Defence
Poland issued by the President (July 2015, Now the main
tpe operational plans for the operation of all the structure
times of threat and war. This applies to both the central
governments, as well as the Armed Forces and other
forming safety tasks. It is connected also with
Response Plan of the Republic of Poland.

Ano.lhcr .lusk m_ complete the preparation and cy Tying out of the sys-
tem verification exercise codenamed COUNTRY. The concept of the exercise
was approved after the release the Political and Strategic Defence Directive
of lh? Republic of Polandé. During the exercise the person designated to be
appointed as the Supreme Commander of the Armed Forces in the event of
war should appear in this function for the first time.

In parallel with the operational preparations, the next cycle of develop-
ment programming of the Armed Forces should be carried out, pursuant o
the resolution of the Polish President on ‘Major Directions of Development
of the Polish Armed Forces and their Preparation for the Defence of the state
for the years 2017-20267.

In 2016, it is advisable to start a next cycle of national strategic planning,
starting from carrying out the second Strategic Review of National Security".
The review should have a verification and conceptual nature, giving the basis
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2. THE CONSOLIDATION (INTEGRATION) OF THE NATIONAL SECURITY
MANAGEMENT SYSTEM

The task: to strengthen the organisational system of national security man-
aement ~ the establishment of the Committee of the Council of Ministers for
Neral Securiy and strengthening of the Government Security Centre as the
m md:{ Z'fitl'for/r:mnm-. Conducting a strategic training with the Supreme
i he .rmvd Forces, vm‘_:/u*armn of the state d:'/f'm'z' managing

z '8 Secure communications and the purchase of an aircraft for
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"t of the most im, i o 2
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from ¢ caquu:"d Management of defence and crisis response extending
frters, through ministries, provinces, up to local govern-
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ments (separate defence, crisis, Civil Defence plans
is nﬂor;lr.llegralcd and comprehensive approach!l,
is happens in conditions when more and more are;
trans-sectoral (e.g. cyber security energy security, def S e
i 4 g ? > defence ind
xo;du@:mn of special scrvices, etc.), which requir oy
% he ;z;m; time, among others, question of the organ
of AllCIvi Defence <

the National Civil Defence should be comprehensively regulated, as i

a structure responsible for the protection of the population i the s
5 a ¢ conditions
of c;l:mafl lhre::l to the security of the state and during a war &
crefore there is a nee solida 5 i
T s a need to consolidate the system of national security
evels of the state — from the Council of Ministers to the level of local
government — according to a model: a decision-maker, a collegiate advisory
body, a staff body.

_ At the central level, it is advisable to establish a Governmental Com-
n‘ulwe for National Security serviced by the Government National Secu-
rity Centre, created by the expansion of the current Government Security
Centre.

Moreover, key strategic state documents pertaining to security should also
be substantively integrated. For example, instead of the current Political and
Strategic Defence Directive, which regulates only defence matters, a Political
and Strategic National Security Directive should be prepared which would
regulate the activities of the state in all areas of security. A

The integration of the national security management system also rsql‘“[f}i
the regulation of laws, which can be achieved through the preparation o
law on national security management. 1

The implementation of such a comprehensive apP“" For the nceds
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ON OF THE SYSTEM OF STRATEGIC RESILIENCE

- ONSTRUCTI
Ecoe TO AGGRESSION

2 OF THE COUNTRY

o 4 the completion of the preparation and implementation of a pro-
4 lmr s‘ln’nglht’nmg the strategic resilience of the country to aggression (the
¥ Forces in the defence of the country, the reform of the National
e Forces, the reserve mobilisation system, Civil Defence, the prevalence of
fensive preparations, education for security, support Jfor initiatives and activities
fprodefence associations and other social organisations, including for fostering

gane
dutes of Special

pairiotism).

The basis for ensuring the external security of the state is a suitable deter-
rence potential, which can have both an offensive (retaliatory) dimension and
adefensive (deterrent) one.

In terms of offensive deterrence we should maximally use the alliance
Dﬂlcn_lml (nuclear and conventional ones) and selectively build our own
cpacities. At the same time Poland should organise its own national system
ofdefensive deterrence (deterrence, repression).
w;""evszxsfc of this system should be to immunise the statc and its terri
Primarily sum}]::r:alzt aggression, especially to hybrid aggression, including
¥a) 50 thag “:“u d aggression (below the threshold of an open, |eg‘ul"xr
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~ ensuring the safety of citizens and st
civil protection;

- mndu_ctmg public education for curity, including defence
of society, among others, by exploiting the Ppotential ey
pro-defence organisations. b
These operational tasks require the clarification of tasks of 5

Forces, the reformed National Reserve Forces (NSR) and tenri - 74!

forces built on their basis, non-military security and eivil peager <1

tions, or non-governmental pro-defence organisations, 'rhlc::l::?ﬂ? o,

connected with the improvement of the system of reserves l’m\;)llt\:l::n‘nks

Irregular activities on the territory occupied by the cnemy shoud be
organised and coordinated by the Special Forces'. Therefore, they shoulg
be c_mrustcd with a wider scope of country defence tasks; what 1; nccc;mry is
the increase of their number and their training on the territory of the country
with other state structures.

A task of territorial defence forces (created especially as a result of the
reform and expansion of the National Reserve Forces) should be local sup-
port for activities of operational troops and other security forces, as well as
participation in irregular activities on the territory overrun by the enemy.
Preparation for this task should be based on the reform and expansion of the
NRE leading to the creation of separate formations at military units, operat-
ing under the subordination to Provincial Military Chiefs of Staff (‘provincial
governors” army’). It is important that their members should be pr imarily
reservists, not candidates for professional service. 4

It is necessary to improve the system of reserve mobilisation, enabling (hi
strategic expansion of the armed forces to the size anq flruclurc of l‘l{e m
time and their replenishment in the course of any hostilities. The |.lek~1:fll i
area are the adequate planning of needs, the organisation of the moDIS!
of resources and their systematic training. iy

The safety of state structures, citizens and Cn.u‘cal mir:iS S

face of armed threats should be provided by non-military bf%':‘" Ui
This is connected with the need to clarify properly mskﬂ[’ c[acpﬁnwcﬂ"" for-
forces, local government guards, security agencies and obj¢

mations and to prepare them for these tasks.
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and preparing them to act in conditions of threat and
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4. THE ORGANISATION OF THE NATIONAL INFORMATION SECURITY
SYSTEM, INCLUDING THE ACCELERATION OF THE CONSTRUCTION
OF THE CYBER SECURITY SYSTEM

Mmr :‘: iﬂ;’; 1o develop a doctrine of information sccurity and organise operation
B :fp;la‘, in the Ministry of National Defence and other minisirics (e.g
5 puic s temal Affairs, the Ministry of Administration and Digitisation)

ety protection services, and to create a system of supra-ministry

ordinaion of i
" of information activities and in cyberspace.

Amop, 5
idty mi hybrid threats for the security of Poland the first place is occu-

olitico-milit . o A o &
< alsg 3y eo-military pressure, carried out mainly in the information

Phere
" Yberspace, Therefore, it should be a priority to build an

e, among others: Kossowski, 1., Wlodar
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s " \Cuvil security challenges in the twenty-first century ~ engineering
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Dging 2016 Marnouegpy

Potemn, i€ potencjatu organizacji proobronnych nie wehodzi w 216
the e W Caypy, p ) OF Pro-defence organization is out of the question.] In: Chel-
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effective system of information security wi
sectorl6, ion security with a well-organiseq Cyber securiyy
_ The beginning of action should be the development .
information security doctrine as one of the
National Security Strat e ooy
¢ i egy of the Republic of Pol.
specify strategic objectives and determine the ¢
(ppcratnfwnal tasks), and the necessary Ppreparatios
field of information security.

According to the outlined guidelines, the individual information sec
units (including cyber security units) should be created and c\;;m;c:lc'mmy
defence and protection (military and non-military) links of the n‘miunu]":eg\m
rity system. These should be structures capable of performing both dcre..w’;
and offensive tasks. .

It is particularly important to ensure the sovereign operating and techni-
cal control over highly digitalised systems of combat and support, including
management systems (disposal of source codes of their software). An impor-
tant task is supra-ministry coordination of this issue in the context of building
an integrated system of national security.

In the context of threats in cyberspace, it is important to:

_ develop mechanisms of interaction and cooperation between the public
and private sectors;

_ ensure a balance between security measures and civil liberties;

_ continuously improve civic awareness in the field of eyber security;

use the potential of citizens within the country’s cyber defence and gybvf
protection in the form of voluntary work for eyber security f he S0,

_ construct a support system for rescarch and development P"’J“;Cic“w
field of cyber security, conducted in cooperation with the world 0

and adoption of the
f :mplcmenlmg the
;\m}i” The doctrine should
desirable courses of action
ns (preparation tasks) in the

and commercial enterprises; [y
_invest in national solutions in the field of cyber security, in P
the field of cryptology;
5.
- s, 201
e ted.
16 Recently adopted doctrinal findings should be “‘”Zifdi ;f;::’:;:‘;‘t;m,y  ocirine o
i Jlitej Polskicj.
Dokiryna Cyberbezpieczerisiwa Reeczypospol
i farszawa zpiec:
Republic of Poland.] Warszawa. ) s Dok B
17 A draft of such a document has been pr:pdrcd by A vd'i-ﬂfllﬂf;‘;:,d/[n 3

i tion Securit-
inego. Projekt. [The Doctrine of Informa eae
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activities within information security, also other areas
including energy security and economic security,
of

should be streng!
< THg IMPROVEMENT OF THE SYSTEM OF PREPARATION
> of RESERVE MOBILISATION AND A REFORM

oF THE NATIONAL RESERVE FORCES

The task: to develop a system of armed forces mobilisation, with a simultane-
s reform of the National Reserve Forces and involvement of social pro-defence
organisations.

In the conditions of having a professional army, it is necessary for the
state to have appropriately numerous and well-prepared reserves that can
be mobilised.

o i§ assumed that the task of a professional army in a time of peace is
f;":dlr':ly {0 prevent the outbreak of a conflict. In the event of war on  large
mnhm:;i‘::wmcs must be carried out by the armed forces expanded by the
i {0 the size needed for this time. The expansion and prevalence
o eq‘.licnsured by. thc‘ systematically trained reserves, along .wuh weap-
fa0e of the col;TCm maintained them for the time of the expansion. In the

Th ngpa POy nccds thi Solution is adequate and reasonable.

S Should b activity of all pro-defence non-governmental social organi-
£00d step i “:, maximally utilised for the training of military reserves.
is direction is (o associate some of these organisation into

2 natjop,
Honal fegerqy; 0 o)
Nationg) Dexen;:m)" of such entities, with the support of the Ministry of

rve system should also be the

0 im
Teforen OTANL element of the military r
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e Mg,
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el g e 2ult Of the reform, Reforming them we should move from
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eIt g rdimated formations (branches) of the NRE constittting
es) of slr;.,a"‘.’I Operational echelon (as opposed to the mobilisation of
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6. Z‘;ﬂz IMPLEMENTATION OF THE ‘THIRD WAVE’
TECHNICAL MODERNISATION OF THg POLISH ARy
— CYBER DEFENCE, UNMANNED SYSTEMS s
PRECISION-GUIDED WEAPONS, :

The task: to consistently pursue a long-term progr

o : ramme of technical
s 4 ¢ nical moder.
of the Polish Armed Forces in accordance with the adopted priorties gy

tco pmparg @ programme of the modernisation ‘third waye’ oriented at exiensive
ompulenfatlon F)f the army (cyber defence, unmanned Systems, precision-guided
Wweapons, including ones based on the use of satellite technology).

Tt?e /_\rmed Forces are a synthesis of three factors: man, weapons and
organisation!8. The personal capital is the most important. The organisational
sa!utions are also important. However, weapon is the essence of the army.
Without it, even the largest and best-organised group of people would not
be a full-fledged army. Therefore, the development of weapons and military
technology and their continuous technical modernisation are factors that
largely prejudge the strength and the face of the armed forces, and determine
the direction of the transformation of the army!9. 9

The rational, planned and long-term development of the Armed Forces in
Poland has a nearly fifteen-year history. Its beginning was the establishment
in 2001 of the statutory fixed rate of budgetary outlays on the military at the
level not lower than 1.95 percent of GDP (and, additionally, in a separate “C;
0.05 percent of GDP on the multiannual programme to finance the purchas
of a multi-purpose aircraft). X

As pa.rtpofrﬁ-ne planned modernisation a number of important pmim';("';z:
which can be described as the ‘first wave’ of the modernisation of !;me»
Army in the twenty-first century, have been implemented in mef}‘:‘: S

1t concerns primarily the acquisition of a multi-role _anrqafl B o SPIKE-
armoured personnel carrier ROSOMAK, or an anti-missile Sys

War-
satuki wojennej. [The theory of ™ 1

S o ilitary art.

18 See more in: Koziej, S. 2011. Teoria
szawa: Bellona. 6 . o

19 Sce more on this topic, among othe; Ciastofi, R. et al. .xzmzm
stan, perspekiywy i wyzwania modernizacyjne. [The Polish. A'mwl(aumlrfm
pects and modemization challenges.| Warszawa: Fundacia i
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currently the ‘second wave’ of the modernisation is bein, implemented
"t of the programmes that are launched in accordance with the pr-
Jaid down in the governmental and presidential Major Directions of
ent of the Polish Armed Forces and their Preparations for ghe

Jt cor
orities
pevelopm
Defence O
air defence,
information systems (communications, reconnaissance, command;

the mobility of land forces, especially the helicopter mobility.

As a result of the implementation of these programmes the Polish Armed
Forces will belong to the main core of NATO forces. An important support
here is raising the fixed rate of budgetary expenditure on defence to 2 percent
of GDP.

However, in the near future the Polish Armed Forces await the implemen-
tation of priorities within the framework of the ‘third wave’ of the modernisa-
tion, the assumptions of which were outlined in the decision of the President
on the Main Directions of Development of the Polish Armed Forces and
their Preparations for the Defence of the State for the years 2017-20262!

Similarly to Toffler’s theory of development of civilisation, the ‘third wave’
of the modernisation of the Polish Army in the twenty-first century should be
atechnological leap in the sphere of information. This means massive equip-
ping of the Polish Armed Forces with the computerised combat and support
Systems. This process should be completed in the third or fourth decade of
the twenty-first century.

AS part of the ‘third wave’ the following three modernisation develop-
Nt programmes of the Polish Armed Forces must be treated as a prioriy™:

‘(;‘:jrb:r defence means (broadly - cyber combat, cyber weapons) —combit

Ipremacy in cyberspace will be even more important for the success.

f the State for the years 2013-2022
including anti-missile defenc
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than, for instance, the struggle for sy
previous century.

— Unmanned combat and support systems — (he informatj
enables and enforces even wider replacing of men by highy. .- 1Uion
unmanned systems (drones). Just like in the twentieth ini‘?m‘v’pmensed)
supplanted by tanks, so in the twenty-first century maney - -2 ¥
be supplanted by unmanned ones, g

= Prcci;ion-guided Wweapons, including the ones using satellite security tech.
n.oloigxes, 1.€. systems making use of space for the need of national ‘u ]
rity, including the armed forces (jut ke all other computerised gypp
of combat and support,systems based on operation in cyborspace e
operfile effectively without the simultaneous use of space). Satellite com-
munication, the use of satellites to identify, monitor, control, command,
etc., are a prerequisite for the effective operation of computerised armed
forces saturated with ITCs.

Premacy in the air known gy g,
©

7. LAUNCHING AND IMPLEMENTATION
OF THE NATIONAL PROGRAMME OF UNMANNED SYSTEMS
(A FLYWHEEL OF INNOVATIVENESS FOR SECURITY
AND DEVELOPMENT)

The task: to launch and implement the National Programme of Unmanned
Systems as an engine of innovativeness for safety and economic development,
especially the innovativeness of Polish defence industry.

There is a good chance for Poland to become one of the leading mlc‘r-
national manufacturers of unmanned systems. This innovative direction &lﬁg
presents a unique opportunity for a generation leap for Polish research an
production potential in the sphere of defence. .

Unmanned systems are among the most prospective security -‘Y»*‘?wnj
including defence and protection systems. They are also used in other smrgul
of the economy, and in many spheres of public and private I|fc.‘()thcr‘acﬂi‘
ments in favour of the use of unmanned systems are their effccuvenc‘s;j,uCcd
ciency, and economic considerations, and — most importantly — the r¢
risk of loss of human life or health?.

weon [He

m bezzalogWO

8 See more on this topic, ¢.g., in: NSB. Potrzebny narodowy progra ey

need the national programme of unmanned sysiems.] Available at:

task ofthe /Vt(mrm of Poland at the tum of the send W

ol securiy y
yatont!

fore, their use and development must be one of modernisation
Therefore, 0
i hich is already happening among others in the Polish army, [

orities. W s
priorles, ¥ i use, also by public and non-public services and profeative

et ‘t;.kc place on an even larger scale. We can also expect an increase
S rcial demand for drones, because a group of users of such systoms
tions is constantly growing.

oms in the area of security a key issue s

guard s
commercial

! o
el as the number of their appli

as wel ciary
When using unmanned aerial s

the information control and nl;\ne\gcnlcnl.~y.\l.cn|s. or ‘cr)}plugmp‘hlc control’
(own software source codes), without which it is impossible to flly rely on
the used equipment. This is one of the most important arguments for the
establishment of own, national programme of their development and produc-

tion.
To fully control unmanned aerial systems at the operational level, they

must be of Polish production. Purch: from abroad are in such a situation
burdened with too great a risk to base the equipment of Polish forces and
structures of national security on them.

Polish science and industry have a promising human and technical poten-
tial, creating opportunities for innovativeness to design and produce a full
range of unmanned systems of various classes and types in the perspective
of a decade.

Using this chance Poland could be in the forefront of European coun-
{ries-producers of unmanned systems, and also cooperate with international
Producers, for example, in the framework of the European programme of
Unmanned systems2,

What s necessary 10 launch the initiative of the National Programme for

nned Systems is the interest and cooperation of three T
:“‘_'"mg}he needs (the Polish Armed Forces, the police, services £i00E
(inepoitic potential focused on the development of national S
ti:;l“d‘“g the National Centre for Rescarch and pcvclnvpnff"l)‘;‘;:[l‘y o

Potential implementing specific projects (Polish defence industy ¢
o i G e ities and the achieved Synery
A A prim, upcralmn» of the ahovcv uymmunm?‘ A”Dn o I will also Create
Aunique C;‘W Way (o implement this complex chal gd N acion polon
ance for a generation leap of Polish R&D and P

T r— cowcow.htm and hePY
Iy ZCNia/5375, Potrzebny-Narodowy-Program-Bezzalogovee™
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8. THE ACTIVITIES STRENGTHENING THE ATLANTIC ALLIANCE

m“Zi .ruslf. to d(fY?lop on tl?(' ml(‘rnaﬂurml forum activities strengthening g,
isms of NATO collective defence, including the defence pogongey.
eastern flank of the Alliance, especially by transforming the wapume . "
presence of the armed forces of allied countries in the region inty e e
continuous, permanent presence. e

3 NATO rcsporlfied ade_quately to the outbreak of the conflict in the cast
increasing the military allied activity and presence in the flank countri
well as in the Baltic Sea and the Black Sea2. e
Cau;gv:;v]iru,ssg;ave& ;hcc r?:;::::‘y( of cl.mngfl:s in_the security ‘cnvimnm?m
S i h;w pe ian s ra[sglc adaptation of (.hc Alliance’s policy
" portant issue, especially by strengthening the mechanisms
of collective defence.
~ Important directions of this adaptation - leading to strategic strengthen-
ing of the capacity on the eastern flank of NATO — were adopted at the
NATO summit in Newport in 2014. The most important of them is the con-
tinuous, rotational military presence on the eastern flank in the framework
of the increased exercise activity; the creation of the so-called ‘Very High
Readiness Joint Task Force’ for immediate response (VITF); the creation of
advanced command elements with the necessary logistic infrastructure and
support; the concretisation of contingency plans with the possible transforma-
tion of some of them into permanent defence plans in the future.

At the NATO summit in Warsaw (scheduled for 8-9 July 2016) these S5
should be summarised. At the same time it will be important to design 1h¢
directions of the further strategic adaptation of the Alliance. b

In this regard, it should be the most important to build the caP“’“L‘Z
1o scare away, halt, deter a potential opponent from aggression beloW (%8
threshold of an open, regular war. The Alliance undoubtedly has the-er®!

.
2 To see how important it is, see Kleiber, M. 2014, Nauka i technologia 0 m-acﬁiﬁﬂ,f
czefistwa paristwa w polskich realiach. [Science and technology is 4id of thi se
the state in the Polish reality.] Bezpieczerisiwo Narodowe, no- 32 pP- 6174 i)
% Koziej, S, Pictrzak, . 2014, Szczyt NATO w Newport. [NATO summit it

Bezpieczeristwo Narodowe, no. 31, pp. 11-30.
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securit ST
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rrence pﬂlcmiz\l. including nuclear deterrence, against large-scale
n its territory. On the other hand, the difficulty with responding
I aining onsensus within N/\TO may occur in the event of irregular,
and VT ion, hybrid low-intensity agercssion, and especi
{on below the threshold of an open war’. :

. One of the important ways (0 deter a potential aggressor from such
o ensure a strategic presence of troops from other allied countries
itory of NATO border states. A potential attacker would then have
account entering into a conflict not only with the
country which is the target of aggression, but also the countries whose troops
would be deployed on the territory of the attacked state.

It is therefore necessary to strengthen the military presence in the bor-
der countries, in particular, to give it a more permanent nature. The con-
cept of “Very High Readiness Joint Task Force’ adopted in Newport and
the system of the rotary, exercise presence s| ould be supplemented at the
summit in Warsaw with the continuous presence of not even numerous, but
clearly visible allied forces and adequate infrastructure in the border zone of
NATO.

It is also important that the use the doctrine of the ‘Very High Readiness
Joint Task Force’ for immediate response also assumed their anticipatory
expansion in the direction of threats already in the phase of the emerging
arisis, and not only in the form of a response (o the existing aggression
Morcover, previous deployment of military equipment and weapony n t1e
border countries (‘prepositioning’) will also contribute t0 enhancing of the
Speed of VITF operations. RuBials
““c:z:edimp?nam. challenge is NATO's conceptual rm&u;;z"‘:; m: 38
R oE “l;)clnne with regard to lz_\czical nuclear yvca?t;nusr-m ot
o T:_so—callpd ‘chc;:c:dlm‘mn nuclear smkcs fNAﬁ'O ctaddics
trine co, is requires modification and adaptation o Mo

cerning especially tactical nuclear weapons
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9. ACTIVITIES LEADING TO STRATEGIC EMPOWERMENT
OF THE EUROPEAN UNION AND THE DEVELOPMENT
OF COOPERATION BETWEEN NATO AND THE EU
(POLITICAL AND STRATEGIC RESPONSE TO HYBRID THREATS)

7?1e task: to continue efforts to agree on a new common and viable I
Security strategy, taking into account its complementarity with NATO and hU
development of systemic mechanisms of cooperation between NATO a:d i}er
EU (the construction of a Euro-Atlantic ‘security tanden’). &

W 1;::[ fxﬁf"ﬁ:} gn:;;:] :n(;nleh:f the pillars of Poland’s security®. Despite
B ‘ main international guarantor of military
security, including of Poland and other Central European countrics, the
Teaction to the Russian-Ukrainian conflict showed that the EU has a great
delerrer!l potential implemented by mans of economic instruments, such as
economic sanctions. The EU can also complement the competences of the
Alliance in the field of non-military security, including energy, information,
cybernetic, financial and social security.
If, however, the potential of the EU as a security pillar of the Republic
f’f Poland is to be fully utilised, it has to become an essential strategic actor
in the field of security and defence. That is why, Poland should seek ©
strengthen the EU’s Common Security and Defence Policy (CSDP), engaginé
in the development of this initiative and defining its future shape®'.

2 A prognostic study on this topic: Fiszer, J.M., Wodka, J., Olszewski, P paszewski, T»
w wiclobiegunow™

Cianciara, A, Orzelska-Staczek, A. 2014. System euroalantycki s
Swiecie. Prba prognozy. [The Euro-Atlantic system in the multipolar world: Afor
attempt.] Warszawa: ISP PAN. sba bilanst

0 Fiszer, I M. ed. 2015. Dsiescc la czlonkostwa Polski w Unii Europejskici b (0,
i nowe otwarcie. [Ten years of Polish membership in the Luropean Union: A% 455

., “Uempt and a new opening.| Warszzwwa: ISP PAN. ————
Kocic), 5. 2016. Praed czerweowym szczytem UE w sprawie WPBIO — EWoPe Pg,
Jakosciowo nowej strategii bezpieczerisowa. [Before the June EU summit O"
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e of the EU's Common Security and Defence Policy
ame evident is%2 — is the lack of
ategy with W hich all Member Stated would identify themselves,

The main challes

_ which bec
4 uniform stra
¢ European
five institution. This strategy ;
perhaps primarily) to non-military aspects of

What is needed are actions building the sense of the empowerment of the
European Union as a ‘\“""Cg‘c actor of securily, especially in the face of the
rapidly changing security environment on its eastern flank. A key to strength-
ening the subjectivity of the EU will be the implementation of the tasks posed
by the European Council on 25-26 June 2015 ordering the preparation of the
EU global strategy for foreign and security policy by June 2016,

The cooperation on the forum of NATO-EU is of particular importance.
It seems that now is the right time to break the long-term deadlock and take
action to build a Euro-Atlantic security tandem.

It is important in the face of the contemporary complexity of security
threats in Burope3, hybridity meaning the simultancous use of different meth-
ssion from political, diplomatic, informa-
al, energy, cyber, to military ones in all
on below the threshold of an

as a result of the Ukrainian cri

Union needs a strategy to become a more efficient and effec-
ould relate to military affairs, but also (and

and aggr

sand means of pressur
tional ones, through economic, financ
possible degrees of severity (including aggre
open, regular war, particularly dangerous for allied/community organisatio

The EU-NATO tandem is an optimal solution in countering hybrid
threais. The EU would be particularly effective in the field of non-military
security and NATO in political and military

ns).
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10. STRENGTHENING OF STRATEGIC PARTNERSHIPS, ESPECIALLY
THE ALLIANCE WITH THE US i

The task: to strive for the permanent stationing of US roops in Polang and
in the region (including missile defence systems, air forces, special Jorces) ang
0 expand Polish-American political-military cooperation adding non-military
dimensions. At the same time 1o strengihen relations with key Europoan alies
and the countries of the region lying on the eastern flank of NATO),

The strategic partnership with the United States is the third - along-
side the membership in NATO and the European Union — external pilla of
Poland’s security. It is in the interest of Poland to strive for the durability and
quality of the transatlantic links, based on the foundation of the US military
presence in Europe, particularly on the eastern flank of NATO, '

Since the outbreak of the Russian-Ukrainian conflict the United States
has undertaken a number of actions to enhance the security of Central and
Eastern Europe, including in the framework of the European Reassurance
Initiative announced by US President Barack Obama in Warsaw on the Free-
dom Day 4 June 2014,

Recently these decisions have been strengthened by an increased budget
for the needs of the presence of the US forces in the region; strategic, con-
tinuous, rotary in the case of the personnel and constant in the case of heavy
equipment and weapons. These activities should acquire a more permanent
character, and be complemented by the presence of troops also of other
European allies, the presence of NATO’s on the eastern flank should have
the highest possible multinational character. 5

Currently a priority for the Polish-American strategic partnership is the
planned development of the allied missile defence system, whose key elemgnl
is the American component within the EPAA (European Phased Ad{lpllve{
Approach). A missile defence base located in Redzikowo, the construction O
which should begin this year, is to become its part in 2018%. The cnn!mnalll(:;;
of technical and military cooperation should be also an important elemen
strengthening this co-operation.

uropie -
o Americin
of Polish

% Frye, M. 2014. Rozwdj amerykariskicgo systemu przeciwrakictowego W EX
mozliwe jest przyspieszenic budowy ,tarczy”? [The development of
anti-missile system in Europe — is it possible to speed up the construction
ballistic missilc defence?] Bezpieczerisiwo Narodowe, no. 31, pp. 31-50-

i o i e O e o
sategic tasks of ¥
1 securitl
e cooperation in the field of ‘hard” security, Poland should
Apart from T eral strategic security dialogue with the United States
a bilatera s )

ek to expand
dding issues 1€
ceurity ai ations
field of energy gains special importance. ‘
rengthening of cooperation with lhc‘ United States \)\()}lld be

nied l:v the development and m'cn;:lhcnlr,g of regional andvtjx.leucml
accompate o poland with major European allies (the Weimar Triangle,
pmnmhdpi(::wdmn) as well as with the countries of the eastern flank (the
lh'C Umfic«mf the Baltic states, Romania, Bulgaria), as well as the Scan-
X‘sesi':n c(iunx(pl;s. Investments in the format of the eastern ﬂzmkﬂcnunlnm
q;:)ﬂw 10 be particularly promising. They can bring tangible hcnem;’ho:h'in-
terms of bilateral activities, as well as in the framework of NATO and the

lated to supporting democracy in the world, cyber threats,
r;d scientific-technical cooperation. The prospect of coopera-

energy S
{ion in the
The st

European Union.

In conclusion, it is worth noting that the continuity, the continuation of
the efforts of the state is particularly important in ensuring national security.
Work in fits and starts, from change to change, is not the l.ucu procedure.
Security requires a strategic approach, and that means being directed hyhl‘nmg-
term priorities. They cannot be changed ad hoc. Let us hope that a‘c‘ Jnf;l
of political power in Poland — beyond the natural propaganda rhetoric 7:‘“
not lead 10 a real break in the priori of Polish security presented in this
publication, and realised, in fact, for years.
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Summary

This article presents the main strategic tasks that Poland should take to
strengthen their own security in the next 5 to 10 years. The first and particu-
Jarly important task is to continue the cycle of national strategic planning. It is
necessary to complete the development of basic directive and planning docu-
ments to ensure the implementation of the adopted in 2014, the new National
Security Strategy, and at the same time to start another Strategic Review of
National Security, starting a new cycle of planning. Six tasks concern the prac-
tical, organisational and technical strengthening Poland’s own security capa-
bilities. These include: the consolidation of the system of national security
management, building a system of strategic resilience to aggression, organ-
izing national information security system, including the acceleration of the
construction of the cyber security system, improving preparation of reserve
mobilisation and reform of the National Reserve Forces, implementation
of the ‘third wave’ of technical modernisation of the Polish Armed Forces
- oyber-defence, unmanned systems, precision-guided weapons, launch and
implementation of the National Programme for unmanned systems (flywheel
Ofmm_wanun for security and development). The third part of the tasks refers
‘Tohifctn;nies aimed at strengthening the Poland’s external security pillars.
‘ht\"a“f: T‘"ltilfllrcs to strengthen the North Atlantic Treaty ()rﬁm‘mu‘uu:l.
e dwulim actions leading to the empowerment of the Eun}pcan : r!lfr; ":r’:d
Strategio rep‘rnt:nl of mopf;mll(m between NATO and the l:l.J (?D‘ll!::h} 2
especiall SPuns? to hybvnd threats) and strengthening strategic partne ips,

y the alliance with the US.





[image: image13.jpg]-y

316
R STANISEAW K073,

STRATEGICZNE ZADANIA BEZPIECZENS
ZENSTWA NARODOW]
RZECZYPOSPOLITEJ POLSKIEJ NA PRZ] o
ELOMIE [ ;
XXI WiEKU U1l peeany

Streszczenie
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AJIAUN HAIMOHATIBHOM BE30IMACHOCTH

PATETMUECKHE 3
1A HA PYBEXE II 1 1T 1EKATL XX BEKA

Cr
crryBInKH TToIbl

P

Pestome

B cramse MPCICTABTCHD! CABHBIE CTPATIMYCCKHE 34/, KoTopbie [To-

6 HeOGXOUMO PEILINTS JUISH YKDETICHItS CROEli G30nacHocTH B Gmnkalitine
510 ner. TlepBOCTEIICHHOI W BAKHEHIIICH 3/ @teii ABIIETCA NPOIOIKEHHE KA
LAIHORATLHOTO CTPATETHYCCKOTO MuiarmpoBaHhs. Heo0Xo/MOo sanepuinTh paspa-
Gorky Ga30BbIX MPEKTHBHDIX H IUIAHMCTHUICCKHX OKYMEHTOR, 00CTICHBAIOULIY
peansauio npunaTOit 8 2014 rogy nosoit Crparery Hauwonanbioii Besona
HOCTH M OIHOBDEMEHHO IDHBECTH B AieiiCTBiE 0uepepoli O30p CTpaTeritii Halli-
OHATLHOM GR3ONACHOCTH, HaMMHAIOUIAI! HOBBIT MiamvCTIvICCKMit k. Llecth
A KACAIOTCS NPAKTUYECKOTO, OPraHM3aUHOHHO-TEXHHUECKOrO YKPEILICHI
COBCTBCHOIO NOTeHIMATA GesonacHoCTH. K. HIM OTHOCSTCA: KOHCOMMAIIAS CHE
TeMLI YIIDABIICHHS! HAUMOHATLHOI GE30MACHOCTHIO, (POPMHPOBAHHE CHETEM! CTPi:-
TETHIECKO YCTORUMBOCTH FOCY/APCTBA K ATPECCHH, OPFaHH3AIMA HAIMOHATLHON
CHCTEMB! HHAPOPMALMORHOI GE30NACHOCTH, — B YACTHOCTH, YCKOPEHHOE (hOpMHPO-
CHOCTH, COBEPUISHCTBOBAHHE CHCTEMbI TIOANOTOBKI

BHHE CHCTEMBI KHGCPGE3ON
MOGHIMALMONHLIX PesepBOs, a TakKe podhopia HAUMONATLHBIX PESCPBHIX CiLT,
o TIETLH B TECEKOH OGP OOPT S o
s ”e;“ PIHULIITA, GECTIMIOTHBIC CHCTEMBI, BHICOKOTONOE OPYAIIE. IPHEE
plaini CTBUE 1 peatmsatus HaUMOH/ILHOM TPOTPAMMBI CHCTEM Oeulmnu'mi.l’r(
ey ‘-mux fn"zlpumn, (MaXOBHK MHHOBALHiE /st GE30MACHOCTH ‘n pdimj’m);
Wy chjl 314N CBSI3AH € JIeATeNLHOCT IO, HANPABICHHOM Ha yxpul‘,‘fc:immm; 3
T Gezomacrocry Mosum. Cpejt HAX MOKIO HIBITL JCHCTON 1O
a0 CeBepOATIAITIRICCK OFO GOKA, AEHCTON, anpaene by
cu_r"y""m::iuuupelmc npas  soswoskmocTe Esponeiickoro Coiosi 1 PsBITS
e HATO-EC (romsriecko-Crpatemticckas peasis 12 =
CUepeny, a, THIIA), & TAKKE yKpEIUICHHE CTPATCIHHIECKHX IAPTHEPCTE: )
@bsinca ¢ CIIA.
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