nia tazarskiego rozpoczeta dziataino$¢ 1 pazdziernika 1993 r.
5 jest to jedna z najbardziej prestizowych niepublicznych uczelni
w Polsce. Prowadzi studia na sze$ciu kierunkach: prawo, administracja, sto-
sunki migdzynarodowe, ekonomia, finanse i rachunkowos¢ oraz zarzadzanie.
W 2007 r. Uczelnia uzyskata uprawnienia do nadawania stopnia
naukowego doktora nauk prawnych, a obecnie czyni starania o uzyskanie
uprawnien do nadawania stopnia naukowego doktora nauk ekonomicznych.
Od 2012 roku na kierunku stosunkéw migdzynarodowych dziata Centrum
Naukowe Uczeini tazarskiego i Instytutu Studiéw Politycznych PAN.
Uczelnig Lazarskiego wyréznia wysoki stopien umigdzynarodowienia;
prowadzi w jezyku angieiskim studia | i Il stopnia w trybie stacjonarnym
na trzech kierunkach: ekonomia, stosunki migdzynarodowe i zarzadza-
nie. Cztery programy studiéw otrzymaly akredytacje Coventry University
z Wielkiej Brytanii - ich absolwenci otrzymujq dwa dyplomy: polski i angiel-
ski. Uczelnia prowadzi tez wspéiprace z prestizowymi uniwersytetami ame-
rykanskimi: Georgetown University w Waszyngtonie, University of Kentucky

w Lexington i University of Wisconsin w La Crosse.
Nasza Uczelnia zajmuje czwarte miejsce w rankingach uczelni nie- L ZNA
publicznych, a Wydzial Prawa i Administracji od wielu lat jest liderem
w rankingach wydziatéw prawa uczelni niepublicznych. Realizowane u nas !
programy nauczania sq wspéftworzone z wybitnymi praktykami i odpowia- °
dajg oczekiwaniom pracodawcéw. Dzigki temu 96% naszych absolwentow
znajduje prace w trakcie lub zaraz po studiach. l
W ramach Uczelni dziata réwniez Centrum Ksztaicenia Podyplomowego, .
oferujgce wysokiej jakosci ustugi z zakresu ksztaicenia podyplomowego, .
szkolen | doradztwa dla firm, instytucji oraz jednostek administracji pan- . POLITYCZNA
stwowej i samorzadowej. Absolwentom studiéw prawniczych oferujemy y
anglojezyczne studia LLM (odpowiednik MBA), umozliwiajace zdobycie
migdzynarodowego dyplomu prawniczego.
Wykiadowcy Uczelni to znani w kraju i za granicg dydaktycy, kto-
rzy taczaq prace naukowg z doswiadczeniem zdobytym w renomowanych
i cenionych na rynku firmach i instytucjach. To réwniez znakomici profeso-
rowie z Wielkiej Brytanii, Niemiec i Stanow Zjednoczonych.

Uczelnia tazarskiego posiada certyfikaty .Wiarygodna Szkofa”,
Dobra Uczelnia, Dobra Praca” oraz

.
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Uczelnia walczaca z plagiatami”,
.Uczelnia Liderow".

Uczelnia Lazarskiego
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1 armed conflict. Russia, illegally annexing Crimea, and then

ere 1S : i o
EU there 18 @ and indirectly a separatist rebellion in the east of Ukraine,

]

2 qupporting ‘Iir'lrc";tlge international order in Europe. Ukraine itself is struggling

Stanislaw Koziej has Uf‘dermﬂ problems. Russia is increasing the political and strategic pres-

with mtcé:‘s[ern European NATO states, including through intensive infor-

sure U:WM and provoking military incidents in the air and sea space at the

NATIONAL SECURITY STRATEGIC o ::;:lc‘gun with NATO. Al the same time i_n the Mi(_idlc F.ll?l and North Africa
OF THE REPUBLIC OF PO D }Mhmm from the so-called ls!ﬂ‘mlc State is expanding ?nd 1ntrfa»Elfr0pe;m ter-
LAND AT THE TURN sm is weakening the stability of Europe. The EU is experiencing the larg-

OF THE SECOND AND THIRD DECADE :z:“;nlellnal crisis since its inception against the background of the migratory
OF THE TWENTY-FIRST CENTURY p}essure, weakening integration processes, problems with leadership. All this

causes specific threats and challenges for security that require both current
and long-term efforts to strengthen national security of the Polish Republic.

The most urgent and current task is to complete the process of changes
in the Polish security system related to the strategic turn shifting the main

National security is a process of continuous ensuring of opportunities to effort from foreign missions (expeditionary policy) to tasks related to direct
pursue national interests in conditions of uncertainty, challenges and threats Polish security, including the defence of its own territory. This means that
posed by external and internal factors!. This can be done by means of the state institutions should carry out a series of mutually coordinated activities
current responding to emerging needs in this area (the operating behaviour) dimed at strengthenin 2 the national potential and external pillars of Polish
or pre-emptive preparation in advance (the strategic behaviour). T-he first security. In this analysis I present ten strategic tasks, the implementation of
method is expensive and often unreliable due to the possibility of being sur- Which should lead to the achievement of this goal.

prised by the nature and scale of the needs. Therefore, any prudent state trie;

to act strategically. This means long-term planning :and lhc O{gam;anr(ir;ﬁ?y e

i e e e Id-em-lf'lcm'l-o :fo alr)licular  *HE CONTINUATION OF THE NATIONAL STRATEGIC PLANNING CYCLE
strategic tasks in the short, medium and long.teng per{»!)ect:;?c;ionpmscms :

importance in the context of such pr‘eparatlons 3 Th1§lP“‘,f ha: Joblic of nega,?lc the completion of the strategic planning cycle taking into ac‘founf /},c
such a catalogue of priorities in relation to the security o :-Chang?s in the security environment caused by Russia’s aggressive /’f”"-"‘
Poland for the next 5-10 years. ediate vicinity of Poland 1 "en'on of Us results in the exercise of the COUNTRY type an{l laundungt:{
B i i Panning and organisation cycle, starting from conducting the secon

ditions in the imm e NATO and the &
. that 18 I N
and in the surrounding of our security ¢ Review of National Security.

supm»systems,

X h
tern border of Poland, NATO and the

eriorated. Behind the east e | |

EU, have det picczefistwa narodowcego l'olslgusis:;;;:;‘,-‘: hag f:vepr:&ears the state action in the area u_f natioqal cmt:f; ;:::n::‘%
T See, e.g., Koriej, S. 2016. SY?';‘-":;‘%., Wojtaszczyk, KA. 05 PORCC L) g I Straegie i order. Currently its full cyce is finishing Saried v )

. scmmy.ll ln:‘”':e [P”;“"d g pamie f Of the ew Ng “eview of National Security (2()10—2912) £ lhe"d November

bezpieczeristwa migdnarOCOVC, | i o5 269294 ). [The stale®y ¢ tional Security Strategy of the Republic of Poland (

szawa: Oficyna Wydawmﬁ icczefistwa narodoweee h(:)_m:mm‘wa e [m; ‘:f; -
8l ey Sm:il;grlnflpw“’“’s"" 1. ed. Pods i,‘}“?hf :gnwmpom')’ state (e er':;:,'";.“l%“ O the review: NSB, 2013, Biala Ksiga Bezpieczerism Narodowego Re¢-

na::)rxu\:: }state),sf:: lmplymcdje-mlil;a:)e;rzﬁ;ﬁ::o‘{lwe}. pp. 493-532- Warx,_-,w:".' Polskicj. [Whige Pal;cr S Republic of

C)

’;::pumiom-l Warszawa: AR
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2014)4 a_nd the Political and Strategic Defence
Poland issued by the President (July 2015)°. Now the mai k

the operational plans for the operation of all the str \‘-nn [fmk o Update
times of threat and war. This applies to both the ccn.\mllkvl(:,rcs O the state i
govex:nmenls, as well as the Armed Forces and other ;c:icof:r,‘mdcm and loca|
forming safety tasks. It is connected also with the need to u ;jdn. stpen
Response Plan of the Republic of Poland. B2t
‘emAv:zlt_:::i 11;:];;::\20;2::(6 llic preparation and carrying out of he sys-

3 S named COUNTRY. The concept of the exercis

was approved Aaflcr the release the Political and Strategic Defence Dirccli‘:
of lhc? Republic of Poland®. During the exercise the person designated to be
appointed as the Supreme Commander of the Armed Forces in the event of
war should appear in this function for the first time.

In parallel with the operational preparations, the next cycle of develop-
ment programming of the Armed Forces should be carried out, pursuant to
the resolution of the Polish President on ‘Major Directions of Development
of the Polish Armed Forces and their Preparation for the Defence of the state
for the years 2017-20267.

In 2016, it is advisable to start a next cycle of national strategic planning,
starting from carrying out the second Strategic Review of National Security®.
The review should have a verification and conceptual nature, giving the basis

Directive of the chuhlic of

Defence

litej Polskiej. [National

Republic of Poland at the tumn of the second. 295

ic tasks of the

y strafcg?

ity ST
 secart

oo s

ommendations responding to the changing conditions of
tional security’. ] .

a recommendation on the maintenance,
on of a new National Security Strategy of the Republic of
f the Review, in addition to the preparation of the report
also the second edition of the White Paper

dosign of €€
4l and na

intern? hould formulate

The review S10
vision OF prcpamtl

¢ 1€ It o
\.nd,lnrsu o i
I'\:I:hc state authoritics, should be
for the $

National Security of the Republic of Poland. ‘.
Z ﬁw review can also be an opportunity to undertake work on Poland’s first

feyclopacdia of National Security supporting the development of Polish

security sciences!?.

2. THE CONSOLIDATION (INTEGRATION) OF THE NATIONAL SECURITY
MANAGEMENT SYSTEM

The task: 1o strengthen the organisational system of national security man-
m:::l_s'he establishment of the C e of the Council of Ministers for
ff body 2;';;’3 and S’"""glhf'nmg of the Gowrn-nwn{ Security ¢ ‘mm‘e as the
Commander of t::':’""f:;" - ‘(Oﬂdut'lllfg a strategic training with the Supreme
iitons, itng vecmu Forces, .ver?ﬁcalwn of the state defence r.nanagmg

angport of e ':m communications ar?d the purchase of an aircrafi for

ost important people in the country (including mobile

4 NSB. 2014. Strategia Bezpieczeristwa Narodowego R il i
Security Strategy of the Republic of Poland.| Warszawa. g lons),
5 The Political and Strategic Defence Directive specifies the tasks for all state sl{rit;( v e
at the time of threat and war. Sce NSB. The NSB chicf for ll’AP»‘_D)’"‘kl)_"”," i i lish security j il 3
R L o do Strategii Bezpiecze MAIIA\:'L:i]abIc at fr(;':‘;“’fp'anning 'md Mmanaged ‘by departments’. There are separate sys-
2 Y il Y ). 'd K P Fa i
Directive — the most important executive documfnl[ 1;{‘ ‘Sh; .;T:ugll‘)';g';’:ilywwb e~ the heaquanc:d"“gemcnt of defence and crisis response extending
hn.pszllw.w.w.NSB.g(w.pllpl/wydarzcnlalﬁ‘)()s.ite q—m e Gy 2""'2'[',1; S, through ministries, provinces, up to local govern-
Y > 23 August 201 4
6 The President approved the cun’cepl of the exercises at the bn.glnnmi Ufl(n:,llb' (on the P"‘Siblc e
See: NSB. The NSB chicf for PAP Ws. cwiczen systemit 0"'"""“8‘"!’// " NsB.govpl Kui oo Of conducting the secong s ) wirmas i
defence system exercise codenamed COUNTRY.] Available at: htps:™ -pk-quotKrd” [7he Sene 4 koncepejq 1y Second Strategic Review of National Security - see
d ia/6942,Szcf-NSB-dla-PAP- i 2 e LS b Brepyyp concept of e o ‘s‘:l"lq"‘"’"‘?»'" Przegladu Bezpieczeristwa Narodowego.
1/wy ,S: i o O g S . - JE nitible
;uoi.hlml |Accessed 6 May 2016]. oo [The Ppresident P W ?}Lﬁl' Oziej ) content/s ’I'o- ‘-:fmlcgu Ruzt'n_/ of National Security.] Available
7 Sce NSB. Preaydent okreslil glowne kierunki rowojt Si ‘”’_”{'Kjaimhk s bups/ e . Ploads2015/10/Opcje-T1-SPBN.pdf [Accessed 6 May
the main directions of of IMA”".M St k‘-rozw"l‘“’sll' Mrateq; “ill.ed in the National « 5
{lchB.gml.r plA ia/6941,Prezydent-okreslil-g ckieip a0 Mg "’oPE;;;c"'W‘ A rcﬂ?,::"mdl Security Burcau during the preparation of the
jnych.html [Accessed 5 May 2016]. Jqd bezpieczeis """';l;'p,‘,,,, 9 o 'ch Rowyep, lﬂ'ﬂnim;(:: of this needs may also be: NSB, MINISEOWNIK
8 On the role of the review sec: Kamifiski, S. 2015- P’Z.eg,wl security in the straicg! R{bezpie%"w ms in ihe i l;dz’edz"‘y bezpieczeristwa. [Minidictionary of NSB.
w planowaniu strategicznym Polski. |The review of natio %lglp'%zyq IS IO nared i ? f’f security.] Available at: https:/www.NSB.gov.
ning of Poland.] Warszawa: Difin. 3 ¢ it :-(.;wnik-NS" I 135.MINISLOWNIK-
‘ iny-bezpi html [Accessed 6 May
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STANISE AW X0
— " Wkozg
ments (separate defence, crisis, Civi 3 -
is no i:(ep l(~d 2 g C}V‘] Defence plans and
. fra e aqd compr_ehcnswc approach!l,
i s:c : ;r;:l[;e(ns in cgndm(ms when more and more
- e.g. ity, ene .
e 8. cyber security, energy security, defence ind i
coordination of special services. ete.), whi i USLry dssues
| S, elc.), which requires unified man; )
At the same time, among others, question of the organis; ti anagement,
of the National Civil Defence should be mmprchinqi-v‘;lllm and functioning
a structure responsible for the protection of th SIvely regulated, as it js
g € population in the conditiong
of external threat to the security of the state and during a war. el
Therefore there is a need to consolidate the system of na|'iona| securit
e S o 1Tl
at all levels of the state — from the Council of Ministers (o the level of Ioca)ll
government — according to a model: a decision-maker, a collegi i
i 2 aker, jate advis
body, a staff body. = P
) At the ccnt}'al level, it is advisable to establish a Governmental Com-
x{lxttee for National Security serviced by the Government National Secu-
rity Centre, created by the expansion of the current Government Security
Centre.

Moreover, key strategic state documents pertaining to security should also
be substantively integrated. For example, instead of the current Political and
Strategic Defence Directive, which regulates only defence matters, a Political
and Strategic National Security Directive should be prepared which would
regulate the activities of the state in all areas of security.

The integration of the national security management sysf
the regulation of laws, which can be achieved through the prep:

law on national security management. ch in practice
The implementation of such a col g
requires proper preparation of specialis i
of the national security management system
i i ducation I
versity engaged in research an.d e . :
sectoral, cross-sectoral, state-wide national sc_cfll'"}' (ed‘l‘S
and — at special courses — executives and_ civil Sc';'vt:n o
might be established during a reform of higher military

Programmes), There

areas of Security are

tem also requires
aration of the

mprehensive approa
ed clerical personnel. For the n e
tem it is advisable (O create @ :n ]
n the field of imcgraled, r. l-s
cating both Sl."de". 3
). Such a university

ucation.

ool
- Review ¢
_ StrateglC © i, )
; Jusions of the pawl
major theoreti tudies confirm the conc DS o Sery OB
b ﬁ:twm’:l) ;wuﬁrt;l;c:]oui the need to integrate safety actions: 2

ed., op. cit.

al securty strate

o

. THE CoNSTRUCTlON OAI;’(TII;({I[;SSSIYSLEM OF STRATEGIC RESILIENCE
" oF THE COUNTRY TO AG

o sk the completion of the preparation and implementation of a pro-

e s:!rrngtlzﬂning the strategic resilience of the country to aggression (the
A’m’-",m‘ffso‘r;rial Forces in the defence of the country, the reform of the National
ﬁfj,i:) Fo‘:ce.y, the reserve mobilisation system, Civil Defence, the prevalence of
defensive preparations, education for xt'('u‘nty. supp'(m _fr)r m.matm.'s and ar/ivilliav
of pro-defence associations and other social organisations, including for fostering

patriotism).

The basis for ensuring the external security of the state is a suitable deter-
rence potential, which can have both an offensive (retaliatory) dimension and
adefensive (deterrent) one.

In terms of offensive deterrence we should maximally use the alliance
ptential (nuclear and conventional ones) and selectively build our own
tapacities. At the same time Poland should organise its own national system
of defensive deterrence (deterrence, repression).

'OF)IZCVZ:;[:,(;S: of t‘his. system fhould be .t() immunis.c the stmc. anq its lerri-
Primarily suth ;r:slot aggression, especially to hybrid aggression, including
Va1 50 that in ot : 04 aggressl9n (below the t'hrcshold of an open, reg-ulm"

Strategic caleulations of a potential aggressor offensive actions

Vould be to 2
5 expensive in c " : 5 - iy
tegic benefiyg, Pensive in comparison with the expected political and stra

erefor i T ; .
© the construction of a system of strategic resilience to all kinds

I of the Icgiqh:_"minuedn,_ The idea behind this system is the C(_)ordina-

U0 i g -s‘;c:]v; Operational, training, organisational, technical. etc

Irre, o b

o mili?:lm “lities on the territory occupied by the enemy;

il Paration :? “-ml!i!ary support of operating troops in regular activities:
op':’alio“al mo"ll!Sation reserves;

Stuctyre, Preparation of the territory and protection of critical infra-

1} s

e mor,

g T8 ON thig g a8

"’Ic|a i pyg +OPIG among others, in: Koriej, S. 2016. Stratcgiczna odpormnosé Kraju
O the en~smlm(’w Nicpan h. [ o ili of the country and the
& K"i“‘iﬁskl;lcuac""s'] Kiytyka lj’mwn. Niezalene studia nad prawem. Akademid
80, vol. 8, no, 172016, pp. 82-92.
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Iy preparcd formations of civil protection should be responsible
Adcquﬂlct n of civilians from the effects of military and non-military

. protectio . . ¢ 4
for the pro of warl4. Preparation tasks in this arca should involve,

~ ensuring the safety of citizens

0 and state strue S, i :
civil protection; 1 Suctures, including Widespreag

~ conducting public educati CEanme .
OfSOCietygarz()n h cation for securily, including defence preny - s in @ time : . k.

A s g 91 crs, by exploiting the potential of non Preparation threal (hers, the creation of a rescue system involving services such as the

pro-defence organisations. &overnmeny| anong & Fire YService, emergency medical services and volunteer fire brigade

National
and the creatl
i ropri:
zizl(gtfzcnze formations for this time).

An important role in the system should be played by social pro-defence
organisations (associations, uniformed classes, reconstruction groups), realis-
ing the task of preparing citizens and local communities for national security
and preparing them to act in conditions of threat and war, including the

implementation of defence tasks'>.

ation of structures of Civil Defence of the Country for a time of

Thes i i .
se operational tasks require the clarification of tasks of th
ate transformation of some rescue formations into National

Forces, the reformed Nati
s ational Re Forc
. - : t onal Rr.se}'ve Forces (NSR) and territoria] de
orces built on their basis, non-military security and civil o i
2 il protecti
tions, or non-governmental pro-defence organisations 'I'th:lLClmn o
connected with the improvement of the system of reserves are also tasks
i b et ; S eserves mobilisation,
reg| activities on the territory occupied by the enemy should be
organised and 'ooordl_nated by the Special Forces'3. Therefore. thley should
be ({ntrustcd with a wider scope of country defence tasks; what 1s necc;s'l is
th‘c increase of their number and their training on the territory of the co;:;yx :
with other state structures. i
rcm/: lT:askdof temlgrial defence f_orccs (created especially as a result of the
an .z:)-q')anmon of th.e National Reserve Forces) should be local sup-
port. ff)r activities of operational troops and other security forces, as well as
participation in irregular activities on the territory overrun by the enemy.
Preparation for this task should be based on the reform and expansion of the
NRE leading to the creation of separate formations at military units, operat-
ing under the subordination to Provincial Military Chiefs of Staff (‘provincial
ary provinc
governors” army’). It is important that their members should be primarily
reservists, not candidates for professional service.

Special

4. THE ORGANISATION OF THE NATIONAL INFORMATION SECURITY
SYSTEM, INCLUDING THE ACCELERATION OF THE CONSTRUCTION
OF THE CYBER SECURITY SYSTEM

The task: : 4 . : & 3
i ’”-Z: fo dﬂvtfk)p a doctrine of information security and organise operation
e bez space in the Ministry of National Defence and other ministries (e.g.
i Publi?:f Internal Affairs, the Ministry of Adi and Digitisation)

safety protection services, and. to create a system of supra-minisiry

—— -

strategic expansion of the arme
time and their replenishment in the course of any hostilitie
area are the adequate planning of needs, the organisation 0
of resources and their systematic training.

face of armed threats should be provided by non
This is connected with the need to clarify proper!
forces, local government guards, security agencl
mations and to prepare them for these tasks.

13 A strudy about special troops —

It is necessary to improve the system of reserve mobilisation, enabling the
d forces to the size and structure of the war
5. The tasks in this
f the mobilisation

d critical infrastructure in th:
-military security formations-

£ the police, SPeC!
ly tasks O Po[ectiun for-

The safety of state structures, citizens an

ies and object pro

tratcslt
he

o)

nia speciaine ¥ *
m,—[,-’;:,cy straieg)

laskici-

see Krolikowski, H. 2005. Dzmhl(:
i A itej icj. [Special operations in !
wojskowej 111 Rzeczypospolitej Polskicj. [Specia ""eAkademii Ppod

Third Republic of Poland.] Siedlce: Wydawnictwo
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effective system of i ati T
Ty yS of information security with a w
d The l?cglnning of action should be the development and adans:
information security doctrine as one of the docume ‘.m<d adoption of the
National Security Strategy of the Republic of Poland!? l},:mp’e""?"‘iﬂg the
specify strategic objectives and e d‘cqinﬂ e doctrine should
(operational tasks), and the necessary preparalionsk o Co_urscs of action
field of information security. Preparation tasks) in the
‘Acf:ordmg to the outlined guidelines, the individual information secqri
units (including cyber security units) should be created and cXm:;'e;Cfunl)’
d'efence and protection (military and non-military) links of the n;tit)nvnl[: l-h :
rity system. These should be structures capable of performing both d ([ .
and offensive tasks. - S
It is particularly important to ensure the sovereign operating and techni-
cal control over highly digitalised systems of combat and support, including
management systems (disposal of source codes of their software). An impor-
tant task is supra-ministry coordination of this issue in the context of building
an integrated system of national security.
In the context of threats in cyberspace, it is important to:
develop mechanisms of interaction and cooperation between the public
and private sectors;
ensure a balance between security measures and civil liberties;
continuously improve civic awareness in the field of cyber security;
use the potential of citizens within the country’s cyber dc_fence and.C'}'!b:‘
protection in the form of voluntary work for cyber security OfA‘hf si[: u;e
—  construct a support system for research and develf)pmcm pr:gc:fssdcm
field of cyber security, conducted in cooperation with the wor!
and commercial enterprises; k
invest in national solutions in the field of cyber security,
the field of cryptology;

ell-organised Cyber securig
y S ity

in panicular in

-_ D15.
. . See: NSB. 20
i i .4 and implemented- S€° o ke
16 Recently adopted doctrinal findings shouldpbe» ;ZZL:I l ;h:wbeﬁ“"’”—" Joctrine of
Dokiryna Cyberbezpi P
Republic of Poland.] ‘Warszawa. B Dokina
17 A draft of such a document has been prepared by the S | A e
Informacyjnego. Projekt. [The Doctrine of Information .k' : Bezpicdc"“ i)
http:/lkoziej.pl/\vp—comcnl./uploadsﬂﬂl.ilﬂ‘)/'l’rﬂlckl_D" ryny-
macyjnego_RP.pdf [Accessed 6 May 2016].

ieczeiS
B”pvailahl" at:

0rdinat i
" of information activities and in cyberspace.

Amop, b
Pied by ¢ 8 hybrid threats for the security of Poland the first place is occu-

8 bolitics.niii. i - 3
Sphere, ;usopglltlcg military pressure, carried out mainly in the information
berspace. Therefore, it should be a priority to build an

[}
On e
W NECS in thig
‘l}‘}tl:“l:"ni‘.‘ piecl:,_.l:;ihcm see, among others: Kossowski, B., Wlodarski, A ed. Z()(VZ.
"""'vil,"i:l-i Prakeyle;. lCiI:;'[cyMlm:g" XXI wieku ~ inzynieria dzialari w nbszar;ct nm{kl.
o e ™ the fielg of s " security challenges in the twenty-first century ~ enginceris
; ika cience, education and practice.| Warszawa: Fundacja FEdukacja

IW:?’S mié“w“iuwil

ing 2016, M; '

1y ) i A

'“ng“ he Pﬂlcr::igdmc Lenc izacji proc h nie wehodzi w gre-

"e i o Cruby, o A;f.pm‘_defcncc organization is out of the question.] In: Chel-
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activities within information security, also other areas
y, including energy security and economic security,
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< THE IMPROVEMENT OF THE SYSTEM OF PREPARATION
: OF RESERVE MOBILISATION AND A REFORM
oF THE NATIONAL RESERVE FORCES

The task: to develop a system of armed forces mobilisation, with a simultane-
ous reform of the National Reserve Forces and involvement of social pro-defence

organisations.

In the conditions of having a professional army, it is necessary for the
state to have appropriately numerous and well-prepared reserves that can
be mobilised.

'lt l‘ assumed that the task of a professional army in a time of peace is
primarily to prevent the outbreak of a conflict. In the event of war on a large
ﬂ;lli};:l?;:i‘:i‘ics St be carried out b).l the armed furcgs expanded by the
of defence i c(’ the size needed for tl.us time. _Thc expansion and pxjevalence
ons and S '::ured by. the‘ systematically lmmf:d reserves, along 'wnh weap-
ace of the col:u ent maintained them for the time of the expansion. In the

he i“creas;mp?.r ary needs this solution is adequate and reasonable.
Sations shoy1q b aqwl.t y of all P"fJ'defencc non—goYernmentajl{ social organi-
800d step iy "3 maximally utilised for the training of military reserves.
1 Natjong) federa:‘s direction is (o associate some of these organisation mlc;
Nationg) Defence ion of such entities, with the support of the Ministry o
o Imp(::am element of the military reserve system should also be the
Sin, a ::::llt Reserve Forces, along with the territorial defence‘ﬁ;rrr/;f

le,.!l.;-le \F jobs | Of the reform. Reforming them we sho.ulc! move fro
the - ially yp ocated today in operating troops to establishing separates

s, el nated formations (branches) of the NRE constituing
of slra\u;“(i1 operational echelon (as opposed to the mobilisation ©
loggy se ain operg © reserves of the Polish Armed Forces.

U Ational tasks of the so reformed the NRE shou
OPerations of operational troops and other services of the

as

rese,ves)
Id include
or
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6. THE IMPLEMENTATION : 2

OF TECHNICAL M0DERl\f;!S:A‘{.['}I‘I(IJENTOH s

- F THE POLISH ARMEp FoRrcgg

CYBER DEFENCE, UNMANNED SYSTEMS e

PRECISION-GUIDED WEAPONS 4
: The task: to Cf)nsivtently pursue a long-term programme of technical
isation of the Polish Armed Forces in accordance with the adopted pnon':z:l =
to prep e a prog 1e of the lernisation ‘third wave’ oriented at exu;n:i’;d
computen?auon of the army (cyber defence, unmanned systems, precision- 'uide;
weapons, including ones based on the use of satellite technology). .

The Armed Forces are a synthesis of three factors: man, weapons and
organisation!8, The personal capital is the most important. The organisational
solutions are also important. However, weapon is the essence of the army.
Without it, even the largest and best-organised group of people would not
be a full-fledged army. Therefore, the development of weapons and military
technology and their continuous technical modernisation are factors that
largely prejudge the strength and the face of the armed forces, and determine
the direction of the transformation of the army!®. .

The rational, planned and long-term development of the Armed Eorces in
Poland has a nearly fifteen-year history. Its begi was the estd
in 2001 of the statutory fixed rate of budgetary outlays on the military at "‘°‘
level not lower than 1.95 percent of GDP (and, additionally, in a separ: "‘;:;

0.05 percent of GDP on the multiannual programme to finance the purchas
of a multi- ose aircraft). ;
As pal‘tp;rt!:le planned modernisation a number of important Pl;)ti;a';(‘:;:;
which can be described as the ‘first wave’ of the modcm_lsauonAfm B s
Army in the twenty-first century, have been impl.ementt{d = lh;’ 16, a wheeled
It concerns primarily the acquisition of a multi-role :‘”“fm_fll s' 1::111 SPIKE.
armoured personnel carrier ROSOMAK, or an anti-misst 3 | war-
ilitary @t
1 See more in: Kozicj, S. 2011, Teoria sztuki wojennej. [The theoy i RP-
: Bellona. b, . Sity Zbrojne **
2 b e o 1 topic, among others, in: ():asto;)l;[!z’; < r:ed Z(I):;:Ci o mlt;ii’;':
£ Pty [m; dwc'a im. Kazimicrza Pula®
pects and Rl ‘undac;
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Ihau: for instance, the struggle for sy
Pprevious century.

— Unmanned combat and support systems —
enables and enforces even wider replacing of
unmanned systems (drones). Just like in the
supplanted by tanks, 50 in the twenty-first c
be Slfp.planted by unmanned ones,

= Precls.xon-_guided weapons, including the ones using satellite secur;
n.oloigxes, 1..e. Systems making use of space for the need of nati:n? el
rity, including the armed forces (just like all other computerisadm-l ‘ s
of combat and support, systems based on operation in cyhcrs;;acebz-b o
oper.ate .effectively without the simultaneous use of space). Salelliledcr:)nm
munication, the use of satellites to identify, monitor, control comma:(;-
etc,, are a prerequisite for the effective operation of Oompulc;iscd armeci

forces saturated with ITCs.

Premacy in the ajr known in (h
¢

the informalion revolution
men F)y highly Computerigeq
twentieth century cavalry was:
entury manned machines wil‘l

7. LAUNCHING AND IMPLEMENTATION
OF THE NATIONAL PROGRAMME OF UNMANNED SYSTEMS
(A FLYWHEEL OF INNOVATIVENESS FOR SECURITY
AND DEVELOPMENT)

4

The task: to launch and implement the National Prog of U
Systems as an engine of innovativeness for safety and economic development,
ialh i i of Polish defe industry.

/5

There is a good chance for Poland to become one of the leading inter-
national facturers of d sy This innovative direction also
presents a unique opportunity for a generation leap for Polish research and
production potential in the sphere of defence.

Unmanned systems are among the most prospective security systems:
including defence and protection systems. They are also used in other sector?
of the economy, and in many spheres of public and private life. ‘Othﬂr M%fui-
ments in favour of the use of unmanned systems are their effectivencss, Ccc *
ciency, and economic considerations, and — most importantly — the red
risk of loss of human life or health?.

—_— weow. [We
2 See more on this topic, ¢.g., in: NSB. Potrzebny narodowy program bez2atose NSB.gOY:
need the national prog of d systems.] Available at: https://WwW-
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Currently the ‘second wm,fc' of the mndcrnimvi ion is being implemented.
<t of the programmes that are lzmnchcq n accordance with the pri-

aid down in the governmcmul and presidential Major Directions of

Development of the Polish Arm‘ct;! For:cs 7:lnd their Preparations for the

Defence of the State rf)r the yca_rs ._013———?02‘:)

air defence, including emn—mlsls'llc‘dcfencc»";

_information systems (communications, reconnaissance, command);

_ the mobility of land forces, especially the helicopter mobility.

As a result of the implementation of these programmes the Polish Armed
Forees will belong to the main core of NATO forces. An important support
here is raising the fixed rate of budgetary expenditure on defence to 2 percent
of GDP.

However, in the near future the Polish Armed Forces await the implemen-
tation of priorities within the framework of the ‘third wave’ of the modernisa-
tion, the assumptions of which were outlined in the decision of the President
on the Main Directions of Development of the Polish Armed Forces and
their Preparations for the Defence of the State for the years 2017-202621.

Similarly to Toffler’s theory of development of civilisation, the ‘third wave’
of the modernisation of the Polish Army in the twenty-first century should be
atechnological leap in the sphere of information. This means massive equip-
ping of the Polish Armed Forces with the computerised combat and support
systems. This process should be completed in the third or fourth decade of
the twenty-first century.
by ':5 part of the ‘third wave’ the following three mudernisan:on d_CV‘f|02[:

Programmes of the Polish Armed Forces must be treated as a priority=:
g E)Yrb:l:‘ defence means (broadly — cyber combat, cyber weapons) g contbai
Premacy in cyberspace will be even more important for the success

- et
= wyzwania i implikacje dla

> & Ciastori, R. et al. 2014. , Polska Tarcaa” - potrzeby, }
for x}'.e:z‘e,mw kraju. [Polish ballistic missile defence - needs, f-lnfllmg"-‘ ‘:“i;’f":"’mlmj

U G Ng"’;‘“ﬂl}' of the country.] Warszawa: Fundacja im. sz.mwrul.;\l ’l;‘ ;:inl o
fied the 'Ifwz}"de"' okreslil glowne kierunki rozwoju Sit Zbrojnych. [The

2 e "fa:r-x directions of development of the Armed Forces.], op. ¢il. e s
o lp FOnities are in line with the latest trends in the development & Fo
Oof th 1 the mog technologically advanced armics of the world. See, ‘;51; o it
g < UCd “third offset” in the US Army: The third U z]f:{'ﬂ/ nse Bob
Work, W'm Jor partners and allies. As Delivered by Deputy A‘Ff{"’;’l-‘. M-

dcfc“” ‘illarq Hotel, Washington, D.C., January 25, 2015. A\;;ZI:A 0:1 o deosTse 5

"idhm esktopModules/ArticleCS/Print.aspx?Portalld=
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fore, their use and deve!npmcm must be one of modernisation
which is already happening among others in the Polish army. In
. future, their use. also by public and non-public services and protective
L ds will take place on an even larger scale. We can also expect an increase
: Hl(r,r;,mg:rciﬂl demand for drones, because a group of users of such systems,
o ell as the number of their applications is constantly growing.
¥ wwhcn using unmanned aerial systems in the area of security a key issue is
the information control and management systems, or ‘cryptographic control’
(own software source codes), without which it is impossible to fully rely on
the used equipment. This is one of the most important arguments for the
establishment of own, national programme of their development and produc-

There’
riorities:

tion.
To fully control unmanned aerial systems at the operational level, they

must be of Polish production. Purchases from abroad are in such a situation
burdened with too great a risk to base the equipment of Polish forces and
structures of national security on them.

Polish science and industry have a promising human and technical poten-
tial, creating opportunities for innovativeness to design and produce a full
range of unmanned systems of various classes and types in the perspective
of a decade.

2 Using this chance Poland could be in the forefront of European ‘f"""'
tries-producers of unmanned systems, and also cooperate with international
Producers, for example, in the framework of the European programme of
Unmanned systems24,

Um‘:;hal is necessary to launch the initiative of lh‘e Nalinna{ ngruﬂzm:ufr):
deﬁni: ne: Systems is the interest and cooperation o»f e ir:s.';l;ar;is);
a miengti;‘ s _(lhe Polish Armed Forces, the policc, Sfi?)lnal solutions
(incly din 'cthPOtem.lal focused on the development of n::: i g
Hon Pﬁlegn . 1 'Nanonul Centre for Rescarch and Pcve ?Pce inéuslry it
ties). T ‘al implementing specific projects (Polish defen S fved 18T
are g o+ CCOPeration of the above communities and the a¢ ill also create
aup; Fimary Way to implement this complex challenge. I ten-
Nique ch ) ; d production pO
ance for a generation leap of Polish R&D and P!

Pl 4 html and hitp?
5 Y:f:{:’y (_larw“"3/5375.Pulrlcbny—Namdrva-l’l’(’t'-“’m'&wmgmm
Even e % FAONT [Accessed 6 May 2016].
Bowee , Py] lh'csc possibilities are significant. Sce.
fly o ﬁgho ki polecy walczy¢é za granicq. [Unmanne
tabroad | Rzeczpospolita 4 May 2016.

ozzalo-
g Lentowicz: Z. 2010. |B:J =41
rﬁlcrinl systems from Pola:
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tial in the sphere of defence?, making unmanned systems

national defence potential ashowease of 1,

8. THE ACTIVITIES STRENGTHENING THE ATLANTIC ALLIANCE

The task: to develop on the internati
: ernational forum activities
L ¥ ! C S strengtheni, o
mechanisms of NATO collective defence, including the defence polxl:ntz:z';lzg t;K
eastern flank of the Alliance, especially by transforming the training, mm;,‘ol w[
presence of the armed forces of allied countries in the region into the stra .
continuous, permanent presence. -

incrl:;:'il;l(g) :;:przﬁ:i;d adltle.qua‘tel)‘l ‘lo the outbreak qf the conflict in the east
L itary al ied activity and presence in the flank countries, as
well as in the Baltic Sea and the Black Sea2e,

However, g.iven the durability of changes in the security environment
caused by Russia, the permanent strategic adaptation of the Alliance’s policy
has become an important issue, especially by strengthening the mechanisms
of collective defence.

Important directions of this adaptation — leading to strategic strengthen-
ing of the capacity on the eastern flank of NATO — were adopted at the
NATO summit in Newport in 2014. The most important of them is the con-
tinuous, rotational military presence on the eastern flank in the framework
of the increased exercise activity; the creation of the so-called ‘Very High
Readiness Joint Task Force’ for immediate response (VITF); the creation of
ad d co d el with the necessary logistic infrastructure and
support; the concretisation of contingency plans with the possible transforma-

tion of some of them into permanent defence plans in the future.

At the NATO summit in Warsaw (scheduled for 89 July 2016) these tasks
should be summarised. At the same time it will be important to desigh e
directions of the further strategic adaptation of the Alliance. it

In this regard, it should be the most important to build the capac;lh Z
to scare away, halt, deter a potential opponent from aggression bclowwd_
threshold of an open, regular war. The Alliance undoubtedly has e &

ic-

a rzecz bezp
a 17 ot

2 To see how important it is, see Kleiber, M. 2014. Nauka i technologia security
czefistwa panstwa w polskich realiach. [Science and technology is aid of “;i
the state in the Polish reality.] Bezpieczeristwo Narodowe, 10. 32 PP-O1T o]
% Kozicj, S., Pictrzak, P. 2014, Szezyt NATO w Newport. [NATO summit it
Bezpieczeristwo Narodowe, no. 31, pp. 11-30.
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It.also seems that, given the scale, nature and duration of
security environment®, a fundamental reflection within NA’I‘% =
0;

' ANges in the
ment to the Strategic Concept adopted in Lisbon in 2010 will N the amep_
e

Necessary, 1
MMt in W,
mmit in 2(1g

is advi:sable to start working on it already at the next NATO g
saw, with the prospect of the adoption of a new concept at the :Ll

9. ACTIVITIES LEADING TO STRATEGIC EMPOWERMENT
OF THE EUROPEAN UNION AND THE DEVELOPMENT
OF COOPERATION BETWEEN NATO AND THE EU
(POLITICAL AND STRATEGIC RESPONSE TO HYBRID THREATS)
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Jeterrence potcr_nial. includi‘ng ntxclclur delerrgrjfc. agaipst large-scale
yn its territory. On the other hand, the difficulty with responding
; Eobtaining a consensus w:nhm I\AIATO.mﬂ)’ OCcur. in the event of irregular,
an (ric aggression, hybrid low-intensity aggression, and especially aggres-
a?ymgl;uw the threshold of an open war?’,

slunonc of the important ways to deter a potential aggressor from such
{0 ensure a strategic presence of troops from other allied countries
on the territory of NATO border states. A p('!temlal alm?kcr would lhe." have
10 take into his strategic account en?crmg into a conflict n.nt only with the
country which is the target of aggression, but also the countries whose troops
would be deployed on the territory of the attacked state.

It is therefore necessary to strengthen the military presence in the bor-
der countries, in particular, to give it a more permanent nature. The con-
cept of ‘Very High Readiness Joint Task Force’ adopted in Newport and
the system of the rotary, exercise presence should be supplemented at the
summit in Warsaw with the continuous presence of not even numerous, but
clearly visible allied forces and adequate infrastructure in the border zone of
NATO. :

It is also important that the use the doctrine of the ‘Very High R‘efjldmess
Joint Task Force’ for immediate response also assumed their ant:cnpatgry
expansion in the direction of threats already in the phasc of the cmerging
arisis, and not only in the form of a response to the existing aggl‘c_sSKLm
Moreover, previous deployment of military equipment and weaponry "f' ‘hz
border countries (‘prepositioning’) will also contribute to enhancing of ¢
speed of VITF operations.
nuc:z:edimp(_mﬂnl_ challenge is NATO's conceptual r:se
cept u; octrine with regard to tactical nuclear Yveﬂ?(; O s
S l";e‘so-call'cd “de-escalation nuclear strikes fuNAgl‘ o
Hie his Tequires modification and adaptation :’lo et
War ¢ N_:e.mmg especially tactical nuclear weapons
nditions2s,

ible de*
a0gression C

actions is

sponse to Russias

including the con-
ional
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The main challenge of the EU’s Common Security and Defence Policy
e ma y
_ which bec
o uniform ST

ame evident as
ategy with which all Member Stated would identify themselves,
S European Union needs a strategy (o lvccnmct | more .clltlcicm and effec-

nstitution. This strategy should relate [_0 military affairs, but also (and
ily) to non-military aspects of security®3,

What is needed are actions building the sense of the empowerment of the
European Union as a slrulcglc actor of sc‘curll_v. especially in the face of the
rapidly changing security cnv1r()n@cnl on |l's castern ﬂarllk A key to strength-
ening the subjectivity of the EU will be the implementation of the tasks posed

tive S
perhaps primar

a result of the Ukrainian crisis® - is the Jack of

'I?w task: to con.limlfe efforts to agree on a new common and viable EU

iecmluy strategy, taking into account its complementarity with NATO and the
e :

. of ! of coop b NATO and the

(the construction of a Euro-Atlantic ‘security tandem’).

3 'l;n:tlf;:?pﬁz :.)Jnri::; i§ one of thg pi_llars of 'Poland’s security?, Dgs_pile

act tl ains the main international guarantor of military
secur‘lly, including of Poland and other Central European countrics, the
reaction to the Russian-Ukrainian conflict showed that the EU has a great
dcten'el!t potential implemented by mans of economic instruments, such as
economic sanctions. The EU can also c the cc es of the
Alliance in the field of non-military security, including energy, information,
cybernetic, financial and social security.

If, however, the potential of the EU as a security pillar of the Republic
of Poland is to be fully utilised, it has to become an essential strategic actor
in the field of security and defence. That is why, Poland should seek 10
strengthen the EU’s Common Security and Defence Policy (CSDP). cngicls
in the development of this initiative and defining its future shape?'-

a2 A prognostic study on this topic: Fiszer, J.M., Wodka, J., Olszewski, P, l’u.s:zcwskx;l fn
Cianciara, A., Orzelska-Staczek, A. 2014. System lantycki w wicl recast
Swiecie. Proba prognozy. [The Euro-Adlantic system in the muliipolar world. A4 12
attempt.] Warszawa: ISP PAN. pilanst

30 Fiszer, J.M. ed. 2015. Dziesigc lat czlonkostwa Polski w Unii Europejskici. ] ,;mﬂ"
i nowe otwarcie. | Ten years of Polish membership in the lEuropean Union- A

% attempt and a new opening.| Warszawa: ISP PAN. = 5 trzebij
Kozicj, S. 2016. Przed czerwcowym szczytem UE w sprawie WPBIO ~ Burord P((’:SI) e
Jakosciowo nowej strategii bezpicczeristwa. [Before the June U summit O

by the European Council on 25-26 June 2015 ordering the preparation of the
EU global strategy for foreign and security policy by June 20163

The cooperation on the forum of NATO-EU is of particular importance.
It scems that now is the right time to break the long-term deadlock and take
action to build a Euro-Atlantic security tandem.

It is important in the face of the contemporary complexity of security
threats in Europe3s, hybridity meaning the simultancous use of different meth-
ods and means of pressure and aggression from political, diplomatic, informa-
tional ones, through economic, financial, energy, cyber, to military ones in all
possible degrees of severity (including aggression below the threshold of an
open, regular war, particularly dangerous for allied/community nrganisnlionsi).

The EU-NATO tandem is an optimal solution in countering lfy_bﬂd
threats. The EU would be particularly effective in the field of non-military
security and NATO in political and military security.

A § skics sailable at:
Europe needs a qualitatively new security strategy.] Fundacja Putaskicgo. Available f"
i o o ; y § muir.wphi|wumpn»pnlmhup-
jakosci PUP i
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By h S Formusiewicz, R. 2014, O potrz
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10. STRENGTHENING OF STRATEGIC PARTNERSHIPS, ESPECIA]
THE ALLIANCE WITH THE US LY

The task: to strive for the permanent stationing o US 1 in P
in the region (including missile defence systems, sirj}nrm.\',r(.)v(;[:;;z ;: Ianfl i
tq expand Polish-American political-military cooperation adding norr.m‘)' i =
dimensions. At the same time to strengthen relations with key Euro, -'mh[a-ry
and the countries of the region lying on the eastern flank of NATO. o

B o T e i - iy
: > p it [ pean Union — external pillar of
Poland’s security. It is in the interest of Poland to strive for the durability and
quality of the transatlantic links, based on the foundation of the US mi)l/ila
presence in Europe, particularly on the eastern flank of NATO. &

Since the outbreak of the Russian-Ukrainian conflict the United States
has undertaken a number of actions to enhance the security of Central and
Ee}s_ter_n Europe, including in the framework of the European Reassurance
Initiative announced by US President Barack Obama in Warsaw on the Free-
dom Day 4 June 2014.

Recently these decisions have been strengthened by an increased budget
ff" the needs of the presence of the US forces in the region; strategic, con-
tinuous, rotary in the case of the personnel and constant in the case of heavy
equipment and weapons. These activities should acquire a more permanent
character, and be complemented by the presence of troops also of other
European allies, the presence of NATO’s on the eastern flank should have
the highest possible multinational character.

Currently a priority for the Polish-American strategic partnership is the
planned development of the allied missile defence system, whose key element
is the American component within the EPAA (European Phased Adaptive
Approach). A missile defence base located in Redzikowo, the construction of
which should begin this year, is to become its part in 2018%. The continuation
of technical and military cooperation should be also an important element of

hening this co-operation.

w Europic = &
£ the America®
1 of Polish

% Fiye, M. 2014, Rozwoj amerykaskicgo systemu preci
mu.zllw.e lm przyspieszenie budowy tarczy™? [The development O
anti-missile system in Europe — is it possible 1o speed up the constructio
ballistic missile defence?] Bezpieczeristwo Narodowe, no. 31, pp. 31-50-
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Fiszer, JM., Wodka, J., Olszewski, P, Paszewski, T Cianci
ska-Staczek, A. 2014. § e
x s s Al . System euroatlantycki w wielobieg
Proba prognozy. [The Euro-Atlantic system in the ;
cast attempt.] Warszawa: ISP PAN.
Frye, M. 2014. Rozwéj : fiski i
rypie o mo;zwo} ameryka{lsklch systemu przeciwrakietowego Eu
4y mozliwe jest przyspieszenie budowy »tarczy”? [The devel, o
of the American anti-missile system in Europe — is it possiblVe i
up the construction of Polish ballistic missile defence?] B o SP -
Narodowe, no. 31. R s
B ] A e y

ryc, M '201.5. P.o!ska strategia obronnosci wobec potencjalnego wystapienia
zagrozenia n.nhtarnego z elementami »wojny hybrydowej”. [Polish defcnc;
strau?gy against the potential military threat with *hybrid war’ elements
Bezpieczeristwo Narodowe, no. 33. e

Kamifiski, S. 2015. Przeglgd be Zpieczer. d w ple iu strate
gicznym Polski. [The review of national security in :he rt'r tegic ple i of
Poland.] Warszawa: Difin. & i

Kleiber, M 2()14.. Nauka i technologia na rzecz bezpieczenstwa paristwa
W pol_sklch realiach. [Science and technology is aid of the security of the
state in the Polish reality.] Bezpieczeristwo Narodowe, no. 32.

Kossowsk'l, B., Wiodarski, A. ed. 2007. Wyzwania bezpieczeristwa cywilnego
m"weku — inZynieria dzialari w ob nauki, dydakiyki i praktyki. [Civil
security chlelenges in the twenty-first century — engineering activities in the
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atondh
( from the cooperation in the ﬁclld of. ‘hard’ se‘curily. Poland should
and a bilateral strategic security dialogue with the United States
. issues related o supporting democracy in the world, cyber threats,
addins .Iss.lumv and scientific-technical cooperation. The prospect of coopera-
.:.ncl" V}c:g ficid of energy gains special importance.
- !nll strengthening of cooperation with the United States should be
.1,,}11La}1je(l By the development and strengthening of regional and bilateral
ﬂa:’ngfﬁhips of Poland with major European allies (the Weimar Triangle,
Fk?: Un{tcd Kingdom), as well as with the cpunlrics (')f the eastern flank (the
visegrad Group, the Baltic states, Romania, Bulgaria), as well as the Scz?n-
dinavian countries. Investments in the format of the eastern flank countries
appear (o be particularly promising. They can bring tangible benefits both in
terms of bilateral activities, as well as in the framework of NATO and the

Apar
seek tO exp:

European Union.

In conclusion, it is worth noting that the continuity, the continuation of
the efforts of the state is particularly important in ensuring national security.
Work in fits and starts, from change to change, is not the best procedure.
Security requires a strategic approach, and that means being directed by long-
term priorities. They cannot be changed ad hoc. Let us hope that a change
of political power in Poland — beyond the natural propaganda rhetoric w!l”
not lead (o a real break in the priorities of Polish security presented in this
publication, and realised, in fact, for years.
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This article presents the main strategic tasks that Poland should take to
strengthen their own security in the next 5 to 10 years. The first and particu-
Jarly important task is to continue the cycle of national strategic planning. It is
necessary to complete the development of basic directive and planning docu-
ments to ensure the implementation of the adopted in 2014, the new National
Security Strategy, and at the same time to start another Strategic Review of
National Security, starting a new cycle of planning. Six tasks concern the prac-
tical, organisational and technical strengthening Poland’s own security capa-
bilities. These include: the consolidation of the system of national security
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STRATEGICZNE ZADANIA BEZPIECZENSTW,
A NARODOWE
RZECZYPOSPOLITEJ POLSKIEJ NA PRZE -
LOMIE I[
g 1 III pEKRADY

Streszczenie

Artykul przedstawia gtowne zadania strategiczne, jakie Polska powin
& na
h 5-10 latach,

;;;djqc’ dla v_vzmomienia SWojego bezpiecz a w najbliz
g(l)e;lvas:zx;al s_zcztego]nfc waznym zadaniem jest kontyn:lacja cyklu narodowe.
nia strategicznego. Nalezy dokoficzyé opr. i i
L ey e pracowanie podstawowych
doku ych i planistycznych zapewniajacych realizac
Jgte) w 2014 roku nowej Strategii Bezpi fi i i
Jet s 0 gii Bezpieczefistwa Narodowego i jednocze-
Snie uruchomic kolejny Strategi.czny Przeglad Bezpieczenistwa Narjodoweg(),

TOZPC i 1 22 z
b _,"1“_‘ mzwy cykl --y.‘Szcsc zadan dotyczy praktycznego,
Sl 8O W wlasnego potencjatu bezpieczeri-

stwa. Nalez ioh: R
e :l;’d:\:f:. konsolidacja systemu kierowania bezpieczefistwem
e strategicznej odpornosci kraj z j

o - ju na agresj¢,
fgam{cwan{e narodowego systemu bezpieczefistwa informacyjnego — w tym

Lt budowy cyberbezpiecze fenie, syste-
Rezg:;‘vygom;vwama_ rezerw mc{bilizacyjnych oraz reforma Narodowych Sit
e RPOE—)C ,b wdrozenie  trzeciej fali” modernizacji technicznej Sit Zbroj-
ey o _embf(’"a; systemy bezzatogowe, brofi precyzyjnego razenia,
i ienie i re_ahzaqa Narodowego Programu Systeméw Bezzalogowych
zada;:zlachow:j, innowacyjnosci dla bezpieczefistwa i rozwoju). Trzecia czgsé
T tyayp t_‘luaian na 4|zecz wzmacniania zewnetrznych filarow bezpic-

czenstwa Polski. S to dziatania wzmacniajace Sojusz Pétnocnoatlantycki:

: A prowadzace do strategi o upodmiotowienia Unii Europejskicl

‘u:::'_z'::“;a:spéipracy NATO-UE (;olityczno-strategiczua odpowiedZ "1?'
e ZY{'E:)We) oraz umacnianie strategicznych partnerstw, SZCZE

s
doskc

= 77.WANI.V.A w KOzigy

& , building a system of strategic resilience to aggression, organ-
izing national information security system, including the acceleration of the
construction of the cyber security system, improving preparation of reserve
mobilisation and reform of the National Reserve Forces, implementation
of the ‘third wave’ of technical modernisation of the Polish Armed Forces
nyber-defc“Cc, unmanned systems, precision-guided weapons, launch and
implementation of the National Programme for unmanned systems (flywheel
o 'ﬂm.)v‘mion for security and development). The third part of the tasks refers
%acuv"ies aimed at strengthening the Poland’s external security pillars.
lh:::_“:l‘e ‘measures to strengthen the North Atlantic Treaty Organisation,
the lde: clglc actions leading to the empowerment of the European Union an:ii
S‘I'alcgi: Op‘ment of cooperation between NATO qnd the El.J (polmcalh;.m
especial reapons? 1o hybrid threats) and strengthening strategic partnerships,

fally the alliance with the US.
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B craThe IIPCI(CTHBJICHH [JIABHBIE CTPATCIHUECKHC 34/1a4M, KOTOpbIC [ons-

e HeoOXo/

[MMO PCUINTH Juist yK[)el’l.ﬂCllMﬂ cBoen OC30MaCHOCTH B Omkanmne

5-10 ner. ﬂcpnocmucnm)ﬁ M BASKHCHILEH 3ajiauel SBISICTCA NPOJIOJLKCHHE IHKA

HATLHOTO CTPATErHYCCKOro TJIAHUPOBAHHS . Heoéxu}lu.m) 3ABCPUIHTD paspd-

HAIHO!
l‘)()’l‘l(y DHazoBbIX JIMPCKTHUBHBIX 1 IJTAHUCTHICCKUX JIOKYMEHTOB, obecneunBaloUHx

peannsaumio npunsitoit B 2014 rojy Hosoit Crpareris Haumonanshoit Besonac-
HOCTH 1 OJIHOBPEMEHHO NPHBECTH B jleficTie ouepeanoit 0630p cTpaTeriit Haum-
OHATLHOI Ge30M1ACHOCTH, HAYMHAIONUIWI HOBbI MUIAHMCTHYCCKMI UMK Ulectn
3aj1a4 KacaroTCsl NpakTHYECKOro, ()pI“AHMBHllHOHHOAT'CXHM‘IeCKOI‘O YKpeIicHHs
COBCTBEHHOIO MoTeHIMaia 6e30nacHoCTH. K HUM OTHOCATCS: KOHCOMH/IAIHA CHC-
TeMbI YIIPABACHHS HALMOHATLHOM GE30MACHOCTHIO, (POPMHUPOBAHHE CHCTEMBI CTPA-
TETHYECKON YCTOHUMBOCTH TOCY/IAPCTBA K arpecChi, OpraHusaliia HAUMOHATBHON
CHCTEMBI HH(POPMALMOHHO# GE30NACHOCTH, — B YaCTHOCTH, YCKOPEHHOC chopmupo-
BAHIE CHCTCMBI KHOEPOE3ONACHOCTH, COBEPLICHCTBOBAHHE CHCTEMBI OANOTOBKI
MOGHIM3AUHONHBIX pesepBoB, a TakKe pechopma HaunoHaIIbHbIX PECPBHbIX CHIL.
g:::z“"” «TPETHEH BOJHBI» TEXHUUCCKON MOJIGPHH3ALIN BOOPYKCHHBIX cu‘n
— KHGep3auTa, GeCIIHIOTHBIE CHCTEMbI, BBICOKOTOUHOE OPYKHE, IPHBEC

iizzs‘zlﬂeﬁcmue M peanmsaips HauuoHabHOl MpOrpaMmbl CHETEM ﬁecm.mowmx

HILHBIX ANNapaTos, (MaXOBUK WHHOBALMIT /1S GC30MACHOCTH 1 PasBHTIS).
lu';:':";:;:“ 3144 CBA3AN C JIeSITEIbHOCTHIO, HANPABIEHHOH HA pren.'ic‘H"::f:;
yermle“"mﬂcﬁ‘e'sonacm)cm Mosbim. Cpejin HUX MOXKHO HA3BATE JIC;C :pa o
Mueckpe pac CBEPOATIAHTHYCCKOTO 6J|0Ka.?cﬁc1'sun,u HunPﬂ"gi"':;‘e" ;axsn'mc
CWpy""""ecru;:p::c TIPaB M BO3MOXHOCTEH EBPO"C"C"::’ i oo
Mo, S T(.)-EC (nonwru-lccxu-wpa'mrwqec: = Sucpcrﬂ. S
0'|epe,u, Albsiney .‘ A TAKKE YKPEIUIeHHe CTPATCIHYECKH:

a ¢ CLIA.



